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1. Horizon 2.7.4 release notes
Doc Writer EverTrust R&D v2.7.4, 2025-04-16 :docdate: 2025-03-25 :version: 2.7.4 :numbered:
Here are the release notes for EverTrust Horizon v2.7, released on 2025-04-16.

For the installation and upgrade procedure, please refer to the Installation and Upgrade guide.

1.1. New Features

[None]

1.2. Enhancements

* [HRZ-2224] - CSV Download does not have limit anymore
* [HRZ-2805] - Reports can now be compressed using gzip

* [HRZ-2785] - Computation Rules now support the split function

1.3. Bug Fixes

* [HRZ-2802] - Fixed a bug where certificates were always considered non-compliant on automate
routine

* [HRZ-2807] - Fixed a bug where UPN was forced to lowercase when enrolling with Intune PKCS,
which could lead to certificate revocation

1.4. Known Defects

[None]

1.5. API modifications

[None]



2. Horizon 2.7.3 release notes
Doc Writer EverTrust R&D v2.7.3, 2025-04-16 :docdate: 2025-03-04 :version: 2.7.3 :numbered:
Here are the release notes for EverTrust Horizon v2.7, released on 2025-04-16.

For the installation and upgrade procedure, please refer to the Installation and Upgrade guide.

2.1. New Features

[None]

2.2. Enhancements

[None]

2.3. Bug Fixes

* [HRZ-2702] - Fixed an issue where non-existing credentials could be given in the ACME pki
connector

* [HRZ-2705] - Fixed a bug when using sort on reports' CSV

2.4. Known Defects

» [HRZ-2802] - Certificates are considered as non-compliant during automate routine if
authorized keyTypes are defined on the profile

* [HRZ-2807] - When using Intune PKCS with non-lowercase UPNs, certificate will be revoked
when the schedule task executes. It is recommended to disable revocation from the schedule
task

2.5. API modifications

[None]



3. Horizon 2.7.2 release notes
Doc Writer EverTrust R&D v2.7.2, 2025-04-16 :docdate: 2025-02-26 :version: 2.7.2 :numbered:
Here are the release notes for EverTrust Horizon v2.7, released on 2025-04-16.

For the installation and upgrade procedure, please refer to the Installation and Upgrade guide.

3.1. New Features

* [HRZ-2677] - Added ACME enroll PKI Connector, implementing DNS-01 validation for external
ACME repositories.

3.2. Enhancements

* [HRZ-2691] - Add support for certificate authentication for all Azure services (AKV/Intune/Intune
PKCS).

* [HRZ-2692] - Added emission and expiration date of Certificate Authorities on the Trust Chains
page.

[HRZ-2693] - Team’s technical name can now be retrieved from the self page.

[HRZ-2674] - Certificate authentication in mongo uri is now available (using mongosh syntax).

[HRZ-2676] - Dashboards: aggregation on the public key thumbprint is now available.

[HRZ-2680] - Improved performance when synchronizing big CRLs.

[HRZ-2685] - Added lease configuration for High Availability on RPM deployments.

[HRZ-2697] - Sidebar on web UI can now be resized.

3.3. Bug Fixes

* [HRZ-2638] - Fixed a bug where team name was not displayed when requesting certificates.

* [HRZ-2653] - Fixed a bug where configuration information were not displayed in Stream
connector when the healthcheck failed.

* [HRZ-2654] - Fixed a bug where challenges could not be retrieved from requests when using a
specific configuration.

* [HRZ-2661] - Fixed an issue with PKI Healthcheck metrics being incorrectly updated.

* [HRZ-2675] - Fixed a bug where the incorrect error was sent when approving the same request
multiple times.

* [HRZ-2678] - Fixed a typo on the "certificate.label" dictionary in the "Certificate" notifications.

* [HRZ-2687] - Fixed a bug where scheduled task revocation and renewal could be executed by
another scheduled task on the same connector.

* [HRZ-2695] - Fixed a bug when searching for certificates using analytics with limited rights on
discovery campaigns.


admin-guide::connectors/acme_enroll.pdf

3.4. Known Defects

* [HRZ-2802] - Certificates are considered as non-compliant during automate routine if
authorized keyTypes are defined on the profile

* [HRZ-2807] - When using Intune PKCS with non-lowercase UPNs, certificate will be revoked
when the schedule task executes. It is recommended to disable revocation from the schedule

task

3.5. API modifications

e [HRZ-2683] - CRL Info fields on route /api/v1/caches/crls were renamed. cRLNumber to number and
crlSize to size.



4. Horizon 2.7.1 release notes
Doc Writer EverTrust R&D v2.7.1, 2025-04-16 :docdate: 2025-01-24 :version: 2.7.1 :numbered:
Here are the release notes for EverTrust Horizon v2.7, released on 2025-04-16.

For the installation and upgrade procedure, please refer to the Installation and Upgrade guide.

4.1. New Features

[None]

4.2. Enhancements

* [HRZ-2520] - Improved error logs for third party connectors

* [HRZ-2617] - Improved DigiCert configuration capabilities

4.3. Bug Fixes
* [HRZ-2637] - Fixed a bug where certificate expiration notifications would be sent regardless of
the certificate expiration date

* [HRZ-2633] - Fixed a migration issue on profiles not modified since version 2.4.0

4.4. Known Defects

* [HRZ-2802] - Certificates are considered as non-compliant during automate routine if
authorized keyTypes are defined on the profile

* [HRZ-2807] - When using Intune PKCS with non-lowercase UPNs, certificate will be revoked
when the schedule task executes. It is recommended to disable revocation from the schedule
task

4.5. API modifications

* [HRZ-2617] - DigiCert PKI Connector: endpoint property has been removed, and baseUrl and
productId have been added



5. Horizon 2.7.0 release notes
Doc Writer EverTrust R&D v2.7.0, 2025-04-16 :docdate: 2025-01-10 :version: 2.7.0 :numbered:
Here are the release notes for EverTrust Horizon v2.7, released on 2025-04-16.

For the installation and upgrade procedure, please refer to the Installation and Upgrade guide.

5.1. New Features

* [HRZ-958] - Added support for MLDSA and hybrid certificates
* [HRZ-2328] - Added analytics database support for large datasets
* [HRZ-1997] - Third party: added F5 AS3 support for renewal

5.2. Enhancements

* [HRZ-2452] - Mail: custom headers can now be specified
* [HRZ-2252] - Mail: CC and BCC can now be specified
* [HRZ-2253] - CSV: team display name is now added when selecting the team field

» [HRZ-2488] - Third party: revocation now occurs when a certificate has been removed from all
connectors (previous behavior revoked it when it was removed from one connector)

* [HRZ-2250] - Max certificate per holder: Reject behavior now allows one request during the
certificate’s renewal period

* [HRZ-2505] - Technical configuration parameters were reorganized. Learn more ...

* [HRZ-2276] - Changed database driver. Horizon Mongo URI can now be used with mongosh.

Some connection options in Mongo URI are no longer available: keyStore,
CAUTION keyStorePassword, keyStoreType. If these are used, please contact the EVERTRUST
support for migration steps.

5.3. Bug Fixes

* [HRZ-2487] - Triggers on error are now properly available on triggers

* [HRZ-2498] - The principal.certificate dictionary is now properly available in computation and
validation rules

5.4. Known Defects

* [HRZ-2637] - Certificate expiration notifications are sent regardless of the notifications run
period. If notification are sent, they will not be sent at the correct date

* [HRZ-2802] - Certificates are considered as non-compliant during automate routine if
authorized keyTypes are defined on the profile


install-guide::reference_config.pdf

* [HRZ-2807] - When using Intune PKCS with non-lowercase UPNs, certificate will be revoked
when the schedule task executes. It is recommended to disable revocation from the schedule

task

5.5. API modifications

* [HRZ-2485] - Integrated PKI connector now has a mandatory cryptoType parameter
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